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1 - Summary 
 
 
The MacOS Patch Assurance Report helps verify the effectiveness of the client's patch management program. The report uses scan data to detail 
which updates are missing on MacOS computers operating within the network. The Summary section provides a high-level overview of missing 
security updates, recommended updates, and other updates for MacOS computers across the entire network ("-" means that we were unable to 
determine update status). After the Summary, you can find more detailed missing patch information for each individual workstation. Use this 
information to apply security updates to reduce the overall security risk to the network.  
 
 

1.1 - Domain: myco.com 
 
 

 

COMPUTER IP ADDRESS MISSING SECURITY UPDATES MISSING RECOMMENDED 
UPDATES MISSING OTHER UPDATES 

Mac Mini-
CServ1 

176.16.1.5 0 1 1 

iMac Pro-
Mktg1 

176.16.1.15 1 0 2 
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COMPUTER IP ADDRESS MISSING SECURITY UPDATES MISSING RECOMMENDED 
UPDATES MISSING OTHER UPDATES 

MacBook Pro-
Sales1 

176.16.1.235 0 0 0 

Mac Mini-
CServ 2 

176.16.1.8 0 0 0 
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2 - Domain: myco.com 
 
 

2.1 - Mac Mini-CServ1 
 
176.16.1.5 
 
Missing 0 critical patches, 1 recommended patches, 1 others 
 

NAME SEVERITY STATUS CATEGORY 

Command Line Tools for Xcode-14.3  Missing Other 

macOS Ventura 13.3.1-22E261  Missing Recommended 

 
 

2.2 - iMac Pro-Mktg1 
 
176.16.1.15 
 
Missing 1 critical patches, 0 recommended patches, 2 others 
 

NAME SEVERITY STATUS CATEGORY 

Command Line Tools for Xcode-12.4  Missing Other 

macOS Catalina Security Update 2022-005-
10.15.7 

Critical Missing Security 

Safari15.6.1CatalinaAuto-15.6.1  Missing Other 
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2.3 – MacBook Pro-Sales1 
 
176.16.1.235 
 
No missing patches detected. 
 
 

2.4 - Mac Mini-CServ2 
 
176.16.1.8 
 
No missing patches detected.  


