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1 – myco.com 
 
 
The following sections show the results of a disk scan looking for the presence of encrypted drives and volumes. Some encryption software can be 
detected as present, but may mask which volumes are encrypted. When possible, volume encryption is identified. In some cases, the presence of 
encryption software is listed, but the exact volume or files encrypted cannot be detected. 
 
 

1.1 - SVR-NH00D8KA 
 
Detected Encryption Software 
 

● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EB321 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed NO None 

 
 

1.2 - SVR-NH00F1RX 
 
Detected Encryption Software 
 

● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EE5FB Fixed hard disk media C: 

 
Volumes 
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Drive Volume Label Type Encrypted Encryption 
C:  fixed NO None 

 
 

1.3 - SVR-NH00F9Y7 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 WD SSDSC2BW180A3L CVCV223502XZ180EGN Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C: Windows fixed YES BitLocker 

 
 

1.4 - SVR-NH00FA66 
 
Detected Encryption Software 
 

● No Encryption Detected 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EB353 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed NO None 
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1.5 - SVR-NK06XXPU 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 WD SSDPEKKF256G7L 5CD2_E413_81A3_5216. Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C: Windows fixed YES BitLocker 

 
Removable Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
1 Generic- SD/MMC USB Device 20090815198100000 Removable Media D: 

 
Removable Drive Volumes 
 

Drive Volume Label Encryption Method Protection Status Encryption Type 
D: NEW VOLUME Unencrypted Off BitLocker 

 
 

1.6 - SVR-NK07TABJ 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
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Disk ID Model Serial Number Type Volumes 
0 HFM128GDHTNG-8310B ADF5_2E81_5009_42F5. Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed YES BitLocker 

 
 

1.7 - SVR-NK07TACH 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 HFM128GDHTNG-8310B ADF5_2E81_5008_1D6B. Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed YES BitLocker 

 
 

1.8 - SVR-NK07WJNR 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 HFM128GDHTNG-8310B ADF5_2E81_5009_8169. Fixed hard disk media C: 
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Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C: Windows fixed YES BitLocker 

 
 

1.9 - SVR-NK08DH9L 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 SAMSUNG MZVLB256HAHQ-

000L7 
0025_3883_91B9_95A4. Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C: Windows fixed YES BitLocker 

 
 

1.10 - SVR-NK08DH9M 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 WD MZVLB256HAHQ-000L7 0025_3883_91B9_968E. Fixed hard disk media C: 

 
Volumes 
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Drive Volume Label Type Encrypted Encryption 
C: Windows fixed YES BitLocker 

 
Removable Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
1 SanDisk Cruzer Glide USB 

Device 
04014816121220011719 Removable Media D: 

 
Removable Drive Volumes 
 

Drive Volume Label Encryption Method Protection Status Encryption Type 
D:  Unencrypted Off BitLocker 

 
 

1.11 - SVR-NK36YY6 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19ECB75 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed YES BitLocker 

 
Removable Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
1 Generic- SD/MMC USB Device 20090815198100000 Removable Media E: 

 
Removable Drive Volumes 
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Drive Volume Label Encryption Method Protection Status Encryption Type 
E: VERBATIM Unencrypted Off BitLocker 

 
 

1.12 - SVR-NK57W5D 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EB354 Fixed hard disk media C: 

1 SanDisk USB Device 4C532000070907113330 External hard disk 
media 

E: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed YES BitLocker 

E:  fixed Unknown Unknown 

 
 

1.13 - SVR-NK59A23 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EE14F Fixed hard disk media C: 
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Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed YES BitLocker 

 
Removable Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
1 Generic- SD/MMC USB Device 20090815198100000 Removable Media E: 

 
Removable Drive Volumes 
 

Drive Volume Label Encryption Method Protection Status Encryption Type 
E: BUDRIVE Unencrypted Off BitLocker 

 
 

1.14 - WRKSTN-00Q7W3 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EDD9B Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed YES BitLocker 

 
 

1.15 - WRKSTN-0136A1 
 
Detected Encryption Software 
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● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 SanDisk SDSSDA240G 172305464306 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C: Windows fixed NO None 

 
 

1.16 - WRKSTN-022JYY 
 
Detected Encryption Software 
 

● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EB691 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C: Windows fixed NO None 

 
 

1.17 - WRKSTN-027EXT 
 
Detected Encryption Software 
 

● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
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Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EB8D6 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed NO None 

 
 

1.18 - WRKSTN-06750L 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EDDC5 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C: Windows fixed YES BitLocker 

 
 

1.19 - WRKSTN-06KN2Z 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
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Disk ID Model Serial Number Type Volumes 
0 WDC WDS250G1B0A-

00H9H0 
172467421711 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C: Windows fixed YES BitLocker 

 
 

1.20 - WRKSTN-06KN4K 
 
Detected Encryption Software 
 

● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EAE63 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed NO None 

 
 

1.21 - WRKSTN-06KNHZ 
 
Detected Encryption Software 
 

● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 S3YHNX0KB75535F Fixed hard disk media C: 
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Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed NO None 

 
 

1.22 - WRKSTN-06M46Z 
 
Detected Encryption Software 
 

● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EAF08 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed NO None 

 
 

1.23 - WRKSTN-06M491 
 
Detected Encryption Software 
 

● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 WDC WDS500G2B0A 184640800240 Fixed hard disk media C: 

 
Volumes 
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Drive Volume Label Type Encrypted Encryption 
C: Windows fixed NO None 

 
 

1.24 - WRKSTN-08VFM7 
 
Detected Encryption Software 
 

● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19ED0AB Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C: Windows fixed NO None 

 
 

1.25 - WRKSTN-08VFPW 
 
Detected Encryption Software 
 

● Cannot determine encryption status. Local scan of computer not included in assessment. 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 CS210BX500SSD1 2832E19EBA93 Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C:  fixed NO None 
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1.26 - WRKSTN-0ZYD9F 
 
Detected Encryption Software 
 

● BitLocker 
 
Physical Drives 
 

Disk ID Model Serial Number Type Volumes 
0 WD SSDPEKKF256G8L 5CD2_E42A_81A6_CD98. Fixed hard disk media C: 

 
Volumes 
 

Drive Volume Label Type Encrypted Encryption 
C: Windows fixed YES BitLocker 

 
 


